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**АЛЕКСИНСКАЯ МЕЖРАЙОННАЯ ПРОКУРАТУРА ПРЕДУПРЕЖДАЕТ:**

**НЕ ДАЙ СЕБЯ ОБМАНУТЬ!**

**В Тульской области все активнее и наглее действуют мошенники!**

Преступления совершаются в населенных пунктах области практически ежедневно. Сумма причиненного ущерба может составлять несколько сот тысяч рублей.

**ВНИМАНИЕ! ЗАПОМНИТЕ САМИ И ПЕРЕДАЙТЕ ДРУГИМ!**

**Чтобы не стать Жертвой мошенников, запомните основные виды телефонного обмана:**

* Если Вам звонит человек, представляющийся сотрудником банка или сотрудником службы безопасности банка и сообщает, что Ваша карта заблокирована и предлагает сказать с сети интернет программу для разблокировки Вашей карты, Ваши действия:
* ни в коем случае не скачивайте и не устанавливайте предложенную программу
* не сообщайте свои личные персональные данные и (или) номер Вашей банковской карты
* сразу прекратите разговор с собеседником
* Если вам звонит человек, представляющийся сотрудником банка или сотрудником службы безопасности банка и сообщает, что с Вашей карты пытаются снять денежные средства и просит сообщить номер Вашей банковской карты для приостановления операции, Ваши действия:
* не сообщайте свои личные персональные данные и (или) номер Вашей банковской карты
* сразу прекратите разговор с собеседником

**Реальный работник банка никогда не спросит у клиента данную информацию, т.к. он ей обладает.**

* Если при покупке (продаже) через сайт объявлений «Авито» или схожих с ним сайтов объявлений, б/у товара, съем, аренду или покупку жилья, никогда и не под каким предлогом не указывайте номер или ПИН–код своей банковской карты, не переводите предоплату- мошенники снимут денежные средства со всех счетов, прикрепленных к данной карте

**При совершении мошеннических действий преступники используют как мобильные, так и стационарные телефоны, в том числе Москвы и Московской области. При осуществлении своего преступного умысла они запрещают связываться с родственниками, прерывать телефонный разговор, предлагают сразу пройти к банкомату для совершения необходимых им операций.**

**При возникновении подобных ситуаций немедленно обратитесь в отделение своего банка!!!**

